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Welcome to Lime’s OnCall Privacy Policy. 
 

What does this Privacy Policy cover? 
Lime respects your privacy and is committed to protecting your personal data. We want to be transparent 
with you about how we collect and use your personal data in making available the Lime OnCall website to you 
and tell you about your privacy rights and how the law protects you. 

 
With that in mind, this Privacy Policy is designed to describe: 

 
• WHO WE ARE AND HOW TO CONTACT US. 
• WHAT PERSONAL DATA WE COLLECT. 
• HOW WE USE YOUR PERSONAL DATA AND WHY. 
• WHO WE SHARE YOUR PERSONAL DATA WITH. 
• HOW WE KEEP YOUR PERSONAL DATA SECURE. 
• HOW LONG WE STORE YOUR PERSONAL DATA. 
• YOUR RIGHTS RELATING TO YOUR PERSONAL DATA. 
• OUR POLICY ON CHILDREN. 
• THIRD-PARTY LINKS. 

 
This Privacy Policy aims to give you information on how Lime collects and processes your personal data 
when you sign up to and/or use our website. 

 
Please note that this Privacy Policy only covers our handling of your personal data in connection 
with your use of the website.  

 
We may update this Privacy Policy from time to time. We will post any modifications or changes to this 
Privacy Policy on this page. 

 

Who we are and how to contact us. 
Who we are. 

 
LIME INTERNATIONAL PARTNERS LTD is the ‘controller’ of your personal data (referred to as either 
“Lime”, “we”, “us” or “our” in this Privacy Policy). 

 
Our address is Level 30, Leadenhall Building, 122 Leadenhall Street, London EC3V 4AB, England. 

 
How to contact us. 

 
You can contact us by emailing: privacy@limeoncall.co.uk. 
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What personal data we collect. 
The personal data we may collect about you is outlined in the table below. 

 
Category of 
personal data 

Description 

Identity data Your first name, last name, username and/or unique identifier. 

Contact data Your work email address and/or telephone number(s). 

Device data Your Internet protocol (IP) address, operating system of your device and 
other information about the device that you use to access our website.  

Usage data Details of how you use our website (for example, which pages of our website 
you visit and how long you stay on them). 

Communications data  Includes any communication that you send to us whether that be through the 
contact form on our website, through email, text, social media messaging, 
social media posting or any other communication that you send us. 

Marketing data Includes data about your preferences in receiving marketing from us and your 
communication preferences.  

 
 

Sensitive data. 
 

In the operation of our website, other than as specified in the table above, we do not intend to collect or use 
any of your ‘Sensitive Data’, such as: 

 
• detailed information about your health, or genetic and biometric data; 

• details about your race or ethnicity, religious or philosophical beliefs, sex life, sexual orientation, 
political opinions or trade union membership; or 

• information about criminal convictions and offences. 
 

Data collected via cookies. 
 

Some of our data collection (including collection of device data and usage data) is facilitated by the use of 
cookies and similar technologies. For more information, please refer to our Cookie Policy. 

 
How we use your personal data and why. 
Purposes. 

 
We will only use your personal data for the purposes for which we collected it, as listed below. If we need 
to use your personal data for an unrelated purpose, we will update this Privacy Policy and we will explain 
the legal basis which allows us to do so. 
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Legal bases. 
 

In respect of each of the purposes for which we use your personal data, applicable privacy law requires us 
to ensure that we have a ‘legal basis’ for that use. Most commonly, we will rely on one of the following 
legal bases: 

 
• Where we need to use your personal data to deliver our services to you (“Contractual 

Necessity”). 

• Where we need to use your personal data for our legitimate interests, and your interests and 
fundamental rights do not override those interests (“Legitimate Interest”). 

• Where we need to use your personal data to comply with our legal or regulatory obligations 
(“Compliance with Law”). 

• Where we have your consent to use your personal data for a specific purpose (“Consent”). 

We have set out below, in a table format, the purposes and applicable legal bases we rely on when we use 
your personal data. 

 
Purpose Description Legal basis 

Access to 
services 

To facilitate your access to our website 
and your use of its features. 

Contractual Necessity 

Analytics To understand how our users use our 
website and improve it using that data. 

Legitimate Interest – we have a 
legitimate interest in monitoring the 
use of our website in order to improve 
it over time 

Legal 
compliance 

To comply with our legal and regulatory 
obligations (for example, by ensuring 
that you are allowed to use our website). 

Compliance with Law 

 

Who we share your personal data with. 
Categories of recipients. 

 
The table below describes who we share your personal data with, and why we share it. 

 
Recipients Purpose 

Our affiliates Other companies within our corporate group may help us provide our services to 
you. 

Our service 
providers 

Our service providers provide us with IT, infrastructure and other services which 
allow us to provide our website and services to you. 

Our advisers Our lawyers, bankers, auditors, insurers and other advisers may need to access 
your personal data when providing their services to us. 

Public 
authorities 

Public authorities may require us to report our data processing activities in certain 
circumstances, which may involve disclosing your personal data. 
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Potential 
acquirers 

We may disclose or transfer your personal data in the context of actual or 
prospective corporate events (e.g., the sale, transfer or merger of all or part of our 
business, assets or equity interests). For example, we may need to share certain 
personal data with prospective counterparties and their advisers. 

 
 
International transfers of your personal data. 

 
Some of our external third-party suppliers are based outside the UK, so their processing of your personal 
data will involve transferring your personal data outside the UK. 

 
Where we share your personal data with third-parties who are based outside the UK, we try to ensure a 
similar degree of protection is afforded to it by making sure one of the following mechanisms is implemented: 

 
• Transfers to territories with an adequacy decision. We may transfer your personal data to countries 

or territories whose laws have been deemed to provide an adequate level of protection for personal 
data by the UK Government (from time to time). 

• Transfers to territories without an adequacy decision. We may transfer your personal data to 
countries or territories whose laws have not been deemed to provide an adequate level of protection 
for personal data by the UK Government. However, in these cases: 

§ we may use specific appropriate safeguards, approved by the UK Information Commissioner’s 
Office and/or the UK Government, which are designed to give your personal data the same 
protection it has in the UK – for example, requiring the recipient to enter into the relevant form of 
the so-called ‘International Data Transfer Agreement’ or ‘Standard Contractual Clauses’ issued or 
approved from time to time; or 

 
§ in limited circumstances, we may rely on an exception or ‘derogation’ which permits us to transfer 

your personal data to such country despite the absence of an ‘adequacy decision’ or ‘appropriate 
safeguards’ – for example, reliance on your explicit consent to that transfer. 

Should you wish to find out more about these controls and safeguards, please contact us. 
 
How we keep your personal data secure. 
We have put in place appropriate security measures to prevent your personal data from being accidentally 
lost, used or accessed in an unauthorised way, altered or disclosed. 

 
We limit access to your personal data to those employees and other staff who have a business need to 
have such access. All such people are subject to a contractual duty of confidentiality. 

 
We have put in place procedures to deal with any actual or suspected personal data breach. In the event 
of any such breach, we have systems in place to work with applicable regulators. In addition, in certain 
circumstances (including where we are legally required to do so), we may notify you of breaches affecting 
your personal data. 

 

How long we store your personal data. 
We retain your personal data for as long as necessary to fulfil the purposes for which we collected it, 
including for the purposes of satisfying any legal, accounting or reporting requirements, to establish or 
defend legal claims, or for fraud prevention purposes. 
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To determine the appropriate retention period for your personal data, we consider the amount, nature and 
sensitivity of the relevant data, the potential risk of harm from unauthorised use or disclosure of your 
personal data, the purposes for which we process your personal data and whether we can achieve those 
purposes through other means, and the applicable legal requirements. 

 

Your rights relating to your personal data. 
By law you have the right to: 

 
• Request access to your personal data. This enables you to receive a copy of the personal data we 

hold about you, and to check that we are lawfully processing it. 

• Request the correction of your personal data. This enables you to have any incomplete or 
inaccurate information we hold about you corrected. 

• Request the erasure of your personal data. This enables you to ask us to delete or remove personal 
data where there is no good reason for us continuing to process it. This may not always be available. 

• Object to our processing of your personal data. This right exists where we are relying on Legitimate 
Interest as the legal basis for our processing, and there is something about your particular situation 
which makes you want to object to our processing on this ground. 

• Request the restriction of our processing of your personal data. This enables you to ask us to 
temporarily suspend the processing of your personal data, for example if you want us to establish its 
accuracy or our reason for processing it. 

• Request the transfer of your personal data. This enables you to ask us to provide to you, or a third- 
party you have chosen, your personal data in a structured, machine-readable format. 

• Withdraw consent. This enables you to withdraw your consent. This right only exists where we are 
relying on Consent as our lawful basis to process your personal data. 

 
How to exercise your rights. 

 
Please contact us in order to exercise any of the rights listed above. We may need to request specific 
information from you to help us confirm your identity and ensure your right to access your personal data. 
This is a security measure to ensure that your personal data is not disclosed to any person who has no right 
to receive it. 

 
Typically, you will not have to pay a fee to exercise your rights. However, we may charge a reasonable fee if 
your request is clearly unfounded, repetitive or excessive. We may also refuse to comply with your request in 
limited circumstances. 

 
We try to respond to all legitimate requests within a month. It may take us longer than a month if your 
request is particularly complex or you have made a number of requests; in this case, we will notify you and 
keep you updated. 

 
Please note that applicable law may require or permit us to decline your request. If we decline your request, 
we will tell you why, subject to legal restrictions. 

 
Complaints. 

 
If you would like to make a complaint regarding this Privacy Policy or our practices in relation to your 
personal data, please contact us. We will reply to your complaint as soon as we can. 
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If you feel that your complaint has not been adequately resolved, please note that applicable privacy law 
gives you the right to contact your local data protection supervisory authority, which for the UK is the 
Information Commissioner’s Office. 

 

Our policy on children. 
Our website is not intended for children below the age of 16, and we do not knowingly collect data relating to 
such children. 

 

Third-party links. 
Our website may include links to third-party websites and/or content. Clicking on those links or enabling those 
connections may allow third-parties to collect or share your personal data. We do not control these third- 
party websites and are not responsible for their privacy statements. When you leave our website, we 
encourage you to read the privacy policy of every site you visit. 


